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DELL MDR MANAGED DETECTION AND RESPONSE + CROWDSTRIKE PER ENDPOINT

Cena celkem: 267 864 K¢

(bez DPH: 221 375 K¢)
Bézna cena: 294 650 K¢
USetfite: 26 786 K¢
Kdd zbozi: SVDP210040
Part No.: 159-10327
Zaruka: 12 més.
Stav: Nové zbozi

Popis

Dell MDR Managed Detection and Response + CrowdStrike Per Endpoint

Komplexni bezpeé€nostni sluzba pro nepretrzitou ochranu vaseho IT prostfedi pred kybernetickymi hrozbami.

Dell Managed Detection and Response predstavuje pIné spravovanou sluzbu s nepretrzitym monitoringem 24/7, kterd
detekuje, vysetfuje a reaguje na hrozby napfi¢ celym IT prostredim. Kombinuje odborné znalosti bezpecnostnich analytikd
Dell Technologies s vykonnou platformou CrowdStrike Falcon XDR pro rozsifenou detekci a reakci na hrozby.

V dobé, kdy globélné doslo k 5,5 miliardam ttokt malwaru ro¢né a primérné naklady na ransomwarovy Gtok dosahuiji
5,13 miliont dolard, poskytuje tato sluzba organizacim s 50 a vice koncovymi body moznost rychle a vyrazné zlepsit svou

bezpecnostni pozici pfi sou¢asném snizeni zatéze pro IT oddéleni.

Co je Dell MDR?

EDR agent na koncovych stanicich

Za Dell MDR stoji tym expertl pracujici 24/7

Bezpecnostni dohled nad infrastrukturou

Proc¢ Dell MDR?

Bezpecnostni sluzba, kterd dokdaze vas detekovat a reagovat na kyberneticky Gtok

MDR tym kontaktuje zékaznika/partnera pfi detekci podezrelych aktivit

¢ Nedostatek specialistll na kybernetickou bezpecnost a provoznich IT pracovnikl



e SOC mdzZe byt pro zakaznika nakladnou zalezitosti
e 24/7 SOC existuji, ale je jich malo a otdzkou je cena
e Potreba splnit pozadavky NIS2.0 a DORA

Benefity Dell MDR

Jednoduché a rychlé nasazeni agent( na pocitace a servery (Windows, Linux, Mac OS)
Propojeni sitovych prvkd tretich stran do datového kolektoru (VM)

Podpora endpoint feSeni tretich stran

Podpora napojeni cloudovych sluzeb (napf. MS 365)

Podpora napojeni on-premis i cloudovych platforem (Azure, AWS, GCP)

Licence od 50 koncovych bod

Dokoupeni ,,add-ons*, napf. Vulnerability Management, Pen testing...

Reakce podle SLA (cca do 15 min)

ZAKLADNI SPECIFIKACE

Délka licence: 1 rok

Pocet licenci: 50

Typ sluzby: piné spravovana bezpecnostni sluzba

XDR platforma: CrowdStrike Falcon XDR

Monitoring: nepretrzité 24/7 sledovani a vyhodnocovani bezpecnostnich udalosti

Minimalni pozadavky: organizace s 50 a vice koncovymi body (pro Microsoft Defender XDR min. 500 koncovych bod{)
Bezpecnostni konfigurace: az 40 hodin sluzeb souvisejicich s konfiguraci zabezpecleni za Ctvrtleti

Reakce na incidenty: 40 hodin vzdélené asistence ro¢né

Reporting: denni souhrn méné kritickych vystrah, Ctvrtletni prehledy

Certifikace: SOC 2 Type 2



